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Abstract of the contribution: This paper an introduces a solution for Key Issue #5 on UE Tx Power Saving Functions.
1
Discussion

This contribution presents a solution for Key Issue 5 on UE Tx Power Saving Functions. It proposes techniques that optimize Tx Power for send only UEs that host applications that are delay insensitive.
Examples of send only UEs that host applications that generate delay insensitive traffic are environmental sensors, smart meters, and vehicle diagnostic sensors. These devices all collect data that that can be sent to Application Server(s) at a later time for analysis. 
Note that some sensors may send data to more than one Application Server. For example, a vehicle diagnostic sensor may send information to the car manufacturer and the owner’s mechanic. An environmental sensor may send its data to multiple Application Servers that are hosted by different research centers. In each example, it is an inefficient use of system and UE resources to require the UE should to send the same sensor readings more than once. This solution proposes that the network be allowed to buffer MO data so that application servers can consume data from the buffer rather than requiring the UE to perform a separate transmission to each application server.  

The advantage to this approach is that the device only needs to send data one time and does not need to be aware of what service providers are consuming the data. The relationship between the device owner and the service providers can be managed on the API Interface (as a service from the operator).
The solution also helps to optimize control and user plane resource usage for data transfer from send only UEs that host applications that are not delay sensitive per TS 22.261 V16.2.0, Section 6.4.2.1 ………...

2
Proposal

This contribution proposes to implement the following updates to TR 23.724 v 0.3.0.
* * * Start of Change * * *

6.X
Solution #X: MO Data Buffering

6.X.1
Introduction
This section presents a solution for Key Issue 5 – UE Tx Power Saving Functions.

This solution is suitable for UEs whose traffic patterns can be characterized as non-delay sensitive or high-latency. For example, many IoT applications are characterised by the fact that they collect data and send the data to one or more AF(s) (i.e. SCS/AS(s)) in a delay tolerant manner; e.g. they collect data and it is acceptable if the data is not sent to the SCS/AS(s) until hours after it is collected.

The premise of the solution is that when a delay tolerant application on the UE decides to initiate MO traffic and the UE is in RRC Idle Mode, the UE may decide to delay establishing an RRC Connection and transmitting the MO data until the UE decides that it can be sent with relatively low power. For example, when the UE is in good coverage, is able to use a non-3GPP AN, or is in a particular location.

When the data is eventually sent by the UE, it is buffered, or cached, in the network and later retrieved by AF(s). By buffering, or caching, the data in the network, the UE is able to send data to the network without regard to the AF’s current availability to receive it, without waiting for a response from the AF, and the UE only needs to transmit the data a single time (regardless of how many AF’s need to consume the data). Thus, the total number of transmissions that the UE needs to make is minimized. Power consumption is further minimized because the UE can sleep for longer periods of time; since the SCS/AS(s) read data from the buffer, the UE rarely, or never, needs to be available for MT communication.

Note that this this solution does not preclude that the device will at times establish a regular IP connection to the AF so that the AF can perform management operations such as software upgrades.

6.X.2
Functional Description

The following principles apply to this solution:

· In order to minimize UE power consumption, the UE delays establishing an RRC connection for sending MO data until it is able to transmit with relatively low power. Thus, MO data might not be sent when the data is collected. The UE may send the data when conditions are suitable to the UE and without regard to whether the AF(s) (i.e. SCS/AS(s)) are ready to receive the data.

· It is FFS how the UE determines that traffic is delay tolerant (e.g. it may be implementation dependent and not specified, configured via OMA DM, OMA LwM2M, UICC Application Configuration, or configured NAS/AS signalling).

· It is FFS how and when the UE decides to begin transmitting (e.g. it may be implementation dependent and not specified or configuration dependent (e.g. configured signal quality threshold, configured AN type, configured location)).

· MO data is sent from the UE and buffered in the NF that terminates the PDU Session. By buffering MO data in the NF, the UE is able to transmit data without regard to the availability of the AF(s) (i.e. SCS/AS(s)) to receive the data.

· Which NF terminates the PDU Session depends on solutions to other key issues (e.g. Support for infrequent small data communication).

· The same piece of data only needs to be sent from the UE to the network one time, even if it is consumed, or read, by more than one SCS/AS’s. Thus, the number of UE transmissions is reduced. This reduces UE power consumption and reduces the consumption of user plane resources.

· MO data is retrieved later by AF(s) using service exposure APIs. By retrieving data from the buffer, AF(s) are able to retrieve data without regard to the UE’s sleep state. Thus, sleep schedules would not need to be closely coordinated between the UE and AF(s).

· The relationship between the device owner and the AF(s) can be managed on the API Interface (as a service from the operator).

-
The UE has a PDU session that is used for sending MO data to the network. The buffer size, buffer duration, and what AF(s) are authorized to consume data from the buffer is configured based on the UE’s subscription information or via configuration information that is received on the API interface.

· What type of PDU session, or small data transmission method, and what protocol is used to send MO data to the network may be dependent on solutions to other key issues (e.g. Support for infrequent small data communication).

6.X.3
Support of EPC interworking
Editor's note: This clause describes if and how EPC-5GC interworking is supported by this solution.

6.X.4
Procedures

Figure 6.x.4-1 shows the procedure buffer buffering and retrieving MO data.
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Figure 6.x.4‑1: Procedure for Buffering MO Data

1. The AF invokes a “Subscribe to UE Data” service (AF Identifier, UE Identifier) with the NF that terminates the PDU session. When the AF invokes the request it may indicate what protocol the UE Application will use to send data to the buffer in steps 6 and 7.  

2. The NF authorizes the AF’s request with the UDM/UDR.
3. The NF responds to the invocation of the “Subscribe to UE Data” service.
4. An application on the UE collects data.
5. The UE delays initiating MO data because it is in weak coverage. How the UE ultimately decides when to send the MO data is implementation and/or application dependent and is not specified.

6. The UE sends the application data to the NF that terminates the PDU session. The data is buffered in the NF. What type of PDU session, or small data transmission method, and what protocol is used to send MO data to the network may be dependent on solutions to other key issues (e.g. Support for infrequent small data communication). 

a. Non-IP infrequent small data messaging may be used to send small data packets from the UE to the network. If the UE Application requires acknowledgement of the data, the Reliable Data Service may be used to provide for reliability between the UE and the network.

b. IP Based infrequent small data messaging may be used to send small data packets from the UE to the network. If the UE Application requires acknowledgement of the data, protocols such as CoAP or HTTP may be used between the UE and NF that buffers the data. If the UE Application requires no acknowledgment, data could be sent via UDP.

NOTE 1: 
How and whether infrequent small data messaging and the reliable data service is used depends on solutions to the infrequent small data messaging and the reliable data service key issues.

7. If required, the NF that buffers the data acknowledges the request.

8. The NF sends a notification to the subscribed AF(s) to indicate that the MO data is available.
NOTE 2: 
Whether End-to-End security is required is FFS. If it is required, it can be accomplished by pre-provisioned keys on the UE and AF or the UE and AF can use a regular PDN connection to set up or change keys before the UE goes into a delay tolerant mode.
6.X.5
Impacts on existing entities and interfaces
Editor's note: This clause describes impacts to existing entities and interfaces.

6.X.6
Evaluation

Editor's note: This clause provides an evaluation of the solution.

* * * End of Change * * *

The 5G system shall minimize control and user plane resource usage for data transfer from send only UEs.


The 5G network shall optimize the resource use of the control plane and/or user plane to support high density connections (e.g., 1 million connections per square kilometre) taking into account, for example, the following criteria:


-	type of mobility support;


-	communication pattern (e.g., send-only, frequent or infrequent);


-	characteristics of payload (e.g., small or large size data payload);


-	characteristics of application (e.g., provisioning operation, normal data transfer);


-	UE location;


-	timing pattern of data transfer (e.g., real time or non-delay sensitive).
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